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Data drawn from multiple official sources and market reports. Data is variously current as of 2022 - 2024

(aside from Philippines - Smartphones penetration, which is from 2019)

*The application for virtual banking licenses in Thailand began in March 2023. While the Bank of Thailand originally announced that only three new virtual
banking licenses would be issued it appears that as the applicant meet capital requirements they will be granted a license.
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The continuing rollout of a mature online and mobile communication infrastructure is a key enabler for
open banking and digital banking more broadly. There is still a long way to go, but there are promising
signs across all three countries studied, based on:

 Internet access being increasingly standard with near universal 4G coverage, especially in urban areas
« Smartphone penetration being increasingly mature with widespread ownership and use
« Digital banking being increasingly common with an increasing number of digital and virtual banks

servicing a population engaged in e-commerce
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Key Regulator Bangko Sentral NG Pilipinas (BSP)
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Oversees the Open Finance Oversight Committee
Regulation Transition Group (OFOC TG), a self-governing body that
supervises and sets open banking practices standards.
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The Philippines is regarded as an overall friendly environment for open banking development with the
necessary regulations in place for data and information sharing.

However, legacy banking secrecy laws that are well known to the public and generally ban data sharing
remain in place, potentially conflicting with new regulations and causing confusion.

Regulators have adopted a “nudge” rather than “mandate” approach which continues to allow banks to
fulfil requirements without necessarily embracing the spirit of openness (eg providing open API
architecture but not sharing data).

Bank focus remains primarily on developing one’s own service applications but enthusiasm for
partnering, both bilaterally and in ecosystems, is steadily growing.

The API landscape has matured significantly with increasing levels of standardization; however further
efforts —including a regulatory body or other third party fixing definitive standards — would be
welcome and improve the market.

Customers remain largely unaware of open banking as a concept but increasingly demand services
which open banking can facilitate, such as holistically viewing information across multiple accounts

through a single portal.

Executives are optimistic that the success around digitization of payments can translate to other use
cases, such as insurance, in the future.
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Key Regulator Bank Indonesia (BI)
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Data Privacy Law Personal Data Protection Law (2022)
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Created the Open API Framework as part of the
Regulation Payment System Blueprint 2025 (BSPI 2025). All the
banks are mandated to adopt the framework by 2025.
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Indonesian regulations have clear timelines and targets related to open banking development - such
as the implementation of the Open API Framework by 2025.

However, there can be a disconnect between regulatory aspirations and implementation on the
ground, resulting in slow progress.

In partnering, banks are focused balancing the desire for innovation and speed with the need to
ensure full compliance before rolling out any new products or services.

Indonesia’s large underbanked population represents a significant opportunity in terms of sheer
volume of new customers. However, large traditional banks are currently not focused on this segment
for several reasons, including:

« Digital service demand is concentrated almost exclusively in Jakarta and island of Java.

« Rural populations continue to prefer cash and keep money outside of formal banks to ensure quick
access and to avoid tying up funds in minimum balances.

« The segment remains unprofitable, especially given difficulties assessing creditworthiness for loans
and subsequently collecting.

Indonesians customers have fully embraced digital payment services and executives see the insurance
as a particularly fruitful next step in the digital journey.

While customers in Indonesia are very comfortable sharing certain personal information, potentially
priming them for open banking, the prevalence of scams and other fraud make them wary of sharing
financial infFormation.
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Key Regulator Bank of Thailand (BoT)
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Data Privacy Law Personal Data Protection Act (2022)
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Planned to issue open banking policy directions in April
Regulation 2024 following a public consultation on open data. No
further updates to date.
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Executives were quite positive regarding Thai customers’ willingness to adopt open banking, noting
that they will see any developments in this direction as an extension of increasingly popular mobile
banking.

While, clear specifics surrounding regulatory frameworks and incentives have not been made public at
the time of writing, it appears that regulators may set specific timelines around use cases and open
banking adoption in the coming months.

Thai banks are keep on pursuing partnerships and see innovation and working with others as critical
for their expansion plans — both domestically and potentially internationally.

The country is in the midst of an API standardization transition, moving from informational-focused
APIs published earlier to those which will help enable transactions.

Executives were similarly positive regarding Thai customers’ eventual willingness to share data
between banks, noting that there is both an overall comfort around sharing personal identity cards/
information as well as increasing familiarity with, and trust in, personal data privacy/protection
regulations.

Reaching unbanked customers and further pushing financial inclusion will require a mindset shift
among traditional banks to increase their focus on rural customers and expend greater resources on
this effort. If this is achieved, executives feel open banking is primed to play a critical role as an
enabler
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Bank develops own digitized service
applications, without outside partners,
creating a comprehensive service
ecosystem.
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between a bank and their selected
partner for specific service provision.
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Ecosystem facilitation :

Engage with partner offering different
services than one’s own (eg. retailers) to
provide financial services component (own
brand or white labeled).
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Wait and see Acquisition : Allow
innovative fintechs/third parties to grow/
gain market share in non-core areas and
then acquire rather than engage in open
banking/data model.
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interface
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e Expanded market reach
e New channel for own service provision
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business partners




image212.png
o Getting into perceived non-core
business

o Conflict with own business model or
customer propositions




image213.png
e Potential for target to grow into a
competitor large enough to challenge




image214.png
Executive Insights - Seven Key Themes
and Country Specific Perspectives




image215.png
1. Business Models and Partnering
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Key Takeaways :

« Banks, particularly large banks with significant existing customer bases, are primarily focused on
expanding their own digital offerings to meet existing customer demand and protecting competitive
advantage

» Banks are exploring different partnership models including bilateral agreements but generally appear
to limit data sharing

« Mid-sized and smaller players are particularly willing to explore partnerships with players outside
financial services, driven by the desire to capture market share
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“Incumbents are placed in a double bind: they cannot resist entering data partnerships but these
partnerships may threaten their competitive positioning” Source: World Economic Forum “The New
Physics of Financial Services”

Our key questions for executives are around what types of partnerships and strategies should you pursue
to expand digital offerings?

Currently regulations and market demand alone are not sufficient to incentivize banks to adopt true open
banking, in the sense of data sharing by multiple institutions with a third party. We touch on this point
later. However, all banks are keenly focused on expanding digital offerings and acknowledge that
partnering is a key component of successfully expanding the business. Banks are adopting a variety of
approaches when it comes to growing their digital services:

Examples of Banking Approaches Being Taken in Relation to the Transition to Open Banking
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Across all three countries, all banks are rigorously engaged in traditional digital banking approaches in
order to best meet existing customer demands and their own retention strategies. Larger banks in
particular are focused on making their offerings as comprehensive as possible, allowing them to
leverage their extensive customer base and significant geographic/branch footprints while defending
from competitive erosion.

Similarly, all banks are actively creating “walled gardens” by forming bilateral partnerships which allow
for service provision / expansion with minimal risk of competition. This typically includes tie ups with
fintechs such as e-wallet, payment and remittance providers in the current environment.

Ecosystem facilitation is a primary focus for smaller and mid-sized banks as they do not see as great a
risk in partnering as larger institutions. In fact, according to one executive, typically they find that
many partners in this space — as their core business is not related to financial services — are
uninterested in the bank’s customer base. Rather, the bank is a “trusted curator” in the middle of an
ecosystem providing services between the partner and customers.

While there is a risk of allowing fintechs or other players to evolve without entering into partnerships
or otherwise challenging, there are two key reasons why most banks — particularly larger banks — are
comfortable with this. First, the banks are comfortable with the ecosystems they own and believe that
they can defend their market share. Second, many of the fintechs are regulated differently from the
banks and are uninterested in becoming subject to that scrutiny unless they must. Therefore, the
belief is that should it serve a bank’s competitive advantage to do so, they could decide later to
acquire an innovative potential rival.
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While executives acknowledged the need for banks creating their own service applications, they were
particularly enthusiastic around the value that comes from partnering, both bilaterally with a specific

TPP and in a broader ecosystem.

Providing a robust set of APIs and partnership avenues to corporates and fintechs was not seen as
increasing or threatening competition, but rather as increasing the value proposition of the bank'’s
offering. Similarly, adopting the role of “trusted curator” was seen as a mechanism to strengthen the
bank’s hold on the ecosystem while simultaneously allowing it to operate. This approach was also held up
as a way to tap into market segments that are perhaps too small for larger banks but, if actively serviced,

can be significant for a smaller institution.
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A key concern in Indonesia surrounds the need for caution and wariness when pursuing innovation,
including partnerships with startups and fintechs, particularly around balancing new services with
compliance.

Within institutions there are two sides, one pushing innovation wanting to move quickly and the other
tasked with monitoring regulatory compliance and practices. The situation was not characterized as tense,
rather it was judged as “prudent” and described as one of “cautious innovation” under which innovators
are best served by fully aligning with auditors before proceeding. There is also an increased focus, and
already some success, around acquisitions. Of particular interest are start-ups that already own various
licenses in Indonesia, such as an aggregator.
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Banks in Thailand are keen on pursuing partnerships and see innovation and working with others as
critical to their plans for expansion — both domestically and, for larger banks, internationally.

However, there is a wide variety of maturity among Thai banks when it comes to partnering, with Siam
Commercial Bank and Kasikornbank held up as two of the more advanced. Regardless of the bank size or
maturity, all are pursuing closed partnerships with limited data sharing in order to provide new digital

sarvices.




image233.png
2. APl Development and Standardisation
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Key Takeaways :
« APl development has Focused primarily on payment facilitation to meet emerging customer demand
« APl standardization has progressed significantly across all three countries in recent years
* However, significant ground remains to be covered with each country continuing to face unique
challenges
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“API products themselves are not sufficient to win the market.” — Indonesian Banking Executive

While APIs may not be enough to win the market (executives emphasized you need to have a winning
service as well), they are a critical component and the technical backbone of open banking systems. API
standards specific to open banking have been defined and are in the process of being implemented - to
varying degrees of completeness — across all three countries.

Our key question for executives is to what extent are APIs developed and standardized to support the
adoption of open banking?

Across all three countries API standardization has made significant progress in the past several years.
Generally speaking, large banks are increasingly making open API architecture - particularly around
payments — available to potential partners in order to facilitate more efficient collaboration. The dynamic
is increasingly towards established players developing their own compliant applications independently
while startups will generally leverage resources provided by the banks.

When evaluating API standardization, it is critical to consider the growing ecosystem of APl development
companies. These are among the key beneficiaries of both regulatory efforts to mandate standardization
as well as any updates to existing requlation.
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The API landscape in the Philippines has become increasingly uniform in the last Few years thanks to
adoption by financial institutions and use of standardized approaches.

However, like other regulatory matters (discussed below) in the Philippines, APl standardization is seen as
one of “nudging” rather than “mandating.” Instead, it is incumbent upon each bank to ensure that their
APIs keep customers safe by meeting security, IT protocol and documentation standards. Should the API
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be breached or suffer any other issue “it's your license on the line.” According to executives, a regulatory
body or other third party fixing definitive standards — similar to what the MAS in Singapore has done -
would be a welcome development and improve the market.
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Indonesia
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The requirements and standards for APIs in Indonesia are becoming increasingly clear, despite

challenges with how these standards unfolded, including instances where banks outpaced regulators in
the past.

While bankers are sympathetic to the need for regulators to take time to craft appropriate guidance, they
noted that in the past there have been instances of market requirements outpacing regulatory
developments, resulting in duplication of work (see breakout box). One key to securing bank buy in to
support standardization of APIs and other open banking policies will be ensuring that such situations are
addressed as early and quickly as possible, or avoided altogether.

In August 2021, the Bank of Indonesia launched The National Open API Payment Standard (“SNAP”), one
of the key initiatives of the Indonesian Payment System Blueprint (BSPI) 2025 vision. Designed to create
an interconnected payment system and infrastructure. SNAP outlines the technical, security, data
standards, and governance guidelines for API payments.
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Numerous banks embarked on API development for their own products as well as partnerships as early as
2018, before any standards had been promulgated, including APIs for payments. As one regulator
oversees the banking industry and another monitors the payment industry, so these APIs required two
approvals. Some banks obtained approval for their APIs as early as 2020. However, the following year saw
the publication of Indonesia’s National Open API Payment Standard, dictating that any banks who
received prior approval rework their APIs.
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Thailand is in the midst of an API standardization transition, moving from informational-focused APIs to
those which are transaction enabling.

Earlier, the Bank of Thailand published a list of five API's that it was trying to standardize for the market.
According to executives, these five APIs were largely informational (around matters such as foreign
exchange rates) and had two purposes:

* First, the bank sought to test the market in terms of technical readiness.
« Second, the bank wanted to give people the opportunity to familiarize themselves with open banking
and what open banking standards would actually mean.

Media articles indicate that the Bank of Thailand will issue further guidance on initial open banking use
cases in 2024 which will Further guide API development.
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3. Data Protection and Customer Trust
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Key Takeaways :
 Data privacy laws are generally sufficient across all countries to support the implementation of open
banking, although issues around implementation and harmonizing with legacy laws remain
« Customers trust and comfort with data sharing is still nascent with further education needed
 Additionally, attitudes towards sharing personal information vary widely across the three jurisdictions
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Strong data protection measures, transparent consent mechanisms and robust cybersecurity practices are

critical building blocks for a functioning open banking system. Each of the countries has made strides in
advancing data privacy.

Data Privacy Laws
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Philippines

Data Privacty Act
(2012)
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Our key questions for executives are whether data protection laws are sufficiently robust to support open
banking adoption and whether customers are comfortable with sharing personal data between banks?

Data protection regulations are not generally viewed as a barrier to open banking adoption, even though
in the Philippines issues remain around implementation. Instead, the focus is on the issue of customer
trust in sharing personal information across multiple banks.

The current opinion is that generally the majority of customers are not yet comfortable with sharing their
personal data across banks. One executive estimated this could be upwards of 80%. While each country
has its own dynamics, reasons cited ranged from simply being unfamiliar with the concept to concern that
sharing data would allow different banks to know too much.

Instead, most customers prefer to continue to directly deal with banks, even if they have accounts at
multiple institutions, rather than a single party who can present information from each at the same time.
This comes down to the trust in banks given how they have been regulated as well as the traditional
emphasis on bank secrecy and data privacy.

However, customer habits appear to be shifting, particularly in urban areas given demographic changes
towards increasingly young populations and trends towards digital services accelerated by the COVID-19
pandemic.
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Strong banking secrecy laws in the Philippines that predate recent data privacy laws remain in place,
retaining a general protective ban regarding data sharing in the financial services industry and
potentially conflicting with newer data privacy requlations.

While new laws clearly allow for data sharing and reqgulators are actively pushing for people to avail
themselves of the service, the old laws have not yet been amended and thus there is a degree of potential
conflict. Furthermore, people have not yet been sufficiently educated regarding their ability to consent to
sharing their information so are not actively seekingit.

Harmonizing legacy laws with new data sharing requlations and further educating the public regarding
their rights was been noted as critical to the adoption of open banking.
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While Indonesians are very comfortable — perhaps too comfortable in some executives’ views —with

sharing personal information, they remain wary of other data sharing due to the prevalence of scams
and fraud.

Many shared that people are very willing to share personal data, ranging from identity cards to account
statements. This could be for benign reasons, such as sharing an account statement with an agent to
Facilitate travel, or nefarious purposes, such as selling one’s identity card to be used to open accounts and
credit cards illegally. At the same time, Indonesians are quite wary of scams and reluctant to share other
forms of data. In short, they are not protective of their personal information, but safeguard their money.
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The Indonesian industry recently suffered a setback in trust of data sharing. An eKYC provider’s system
suffered a breach that exposed a trove of customer data. As a result, many banks, while keeping digital
onboarding systems, reverted to using older, less efficient practices, such as requiring video interviews.

One executive opined that this did not impact customer trust, as they did not suffer any losses due to the
breach, but it did result in a step backward for the industry’s overall faith in these systems.
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Executives were positive regarding Thai customers’ eventual comfort with sharing data between banks,

highlighting that, as in Indonesia, there is an overall comfort around sharing personal identity cards/
information.

The Thai data privacy law — the Personal Data Protection Act —is being widely discussed with regulators
actively pushing to educate the public of their rights. The law is regarded as thorough and demanding,
with significant penalties imposed for each violation. As such, customers have an increasingly innate
understanding that their data will be protected due to the laws and regulations in place. This comfort will
build on pre-existing habits to help build a foundation for open banking adoption.
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4. Use Case Maturity and Direction of Travel
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Key Takeaways :
e Payments is the most mature use case across all three jurisdictions
« Open banking offers opportunities to expand offerings, such as using non-traditional data sources for

credit worthiness assessments
» Key challenges include both capabilities (analytics to transform data into insight) and risk tolerance

(risk of non-performing loans issued through new assessment techniques)
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The passage of 2018's Open Banking Standard in the UK and the revised Payment Services Directive
(PSD?2) in the European Union(EU) — and the accompanying access to data and instant payments — were the
catalyst for dozens (if not hundreds) of open banking use cases.
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Snapshot of Potential Open Banking Use Cases
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Our key questions for executives are which use cases are finding traction in Southeast Asia and what is the
direction of travel for future applications?

Executives were unanimous that payments are the most mature and relevant use case related to the
adoption and expansion of digital services and eventually, open banking. When banks began their digital
journeys, the priority was to digitize services already offered, rather than to craft novel offerings. For
these three countries, payments were the obvious place based on a number of factors, including:

» The countries’ large geographic footprints (especially Indonesia)

» The variety of payment types, including bill payments, P2P, e-commerce etc., which could be addressed

» The fee structure for banks (e.g., ability to earn only a small fee per payment but a significant volume

effect given the number of transactions)

However, payments are certainly not the only use case being considered. Many see the opportunity to
leverage open banking data sharing to utilize non-traditional credit history data — such as e-commerce
transaction histories — to evaluate creditworthiness, particularly for underbanked populations without
robust traditional fFinancial histories.
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However, online / open credit check use cases have several key challenges, namely:
 Limited margins on smaller loans issued using non-traditional data
* Difficulties collecting loans in rural areas where the banks do not have a physical presence and cash is
still dominant
* The potential For non-performing loans issued using non-traditional data appearing on the banks’
balance sheets and the subsequent difficulty to justify the loans to internal stakeholders and

regulators

KYC was also raised as a potential lever for expanding open banking’'s implementation, as fraud is a
persistent problem across all three countries. While industry blacklists and fraud alerts already exist, they
are not comprehensive. Executives noted that many problems — particularly around fraudulent account
opening and loan applications — could be solved by banks sharing data. Furthermore, this extends beyond
banks to include non-financial players who now find themselves handling many transactions, storing
significant amounts of customer data and facing challenges around identity/fraud. One example includes
retailers with prepaid e-wallets and stored value cards who suddenly find themselves needing to adhere
to certain standards, even though this is not their core business. Open banking-style data sharing could
assist with KYC for these retailers.
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Executives in the Philippines highlighted that payments have seen tremendous growth across the
country as an initial use case and were optimistic about increasing digitization of other use cases in the

future.

Loans were raised as a particular focus in the near term, but not without specific challenges. For example,
while more straight-forward insurance products —such as travel or life insurance — can be sold via an app,
more complex offerings require, if not a fFace-to-face meeting, at least calls and virtual sessions for more
comprehensive risk assessments. Furthermore, even though such regulatory requirements were not
present, executives emphasized that for the Philippine market, face-to-face meetings are still largely
necessary for insurance sales due to customer preferences.
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GCash, the Filipino mobile payments service, was raised as a particularly successful example of a
payments use case in the Philippines. The application evolved from an SMS-based money transfer service
to a “super app” offering a variety of services ranging from savings to mobile credit. A key feature of its
success centered on outsourcing all banking components to financial institutions, rather than pursuing a
banking license as did its (less successful) competitor PayMaya.
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In Thailand, Flexibility and creativity were held up as central to applying new digital and open banking
use cases as well as in capturing novel market share.

One example shared focused on the payment of utilities which were estimated to currently be 70%
owned and managed by the convenience store chain, 7-Eleven. 7-Eleven successfully leveraged its
extensive network of stores — particularly in rural areas — and by obtaining a banking license became
authorized to integrate financial services into its retail operations. While banks had similar ideas of
exploring convenient banking and having small branches/ATMs in retail outlets, bureaucracy slowed them
down and allowed 7-Eleven to outpace them.
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Oversees the Open
Finance Oversight
Committee Transition
Group (OFOC TG), a self
governing body that
supervises and sets open
banking practices and
standards.
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Created the Open API
Framework as part of
the Payment System
Blueprint 2025 (BSPI
2025). All banks are
mandated to adopt the
framework by 2025
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Planned to issue open
banking policy directions
in April 2024 following a
public consultation on
open data. No further
updates to date.
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Indonesia was lauded as having a very robust payments ecosystem and similarly seen as a good market
for expanding in the insurance space. Executives reported having a pipeline of APIs in development
given the significant demand already for online loan origination and applications.

Within the expansion into insurance, there is interest in using non-traditional data to help inform credit
worthiness scoring, but, again, not without difficulties. Here the challenge centers around banks’
essentially conservative nature, the need to avoid regulatory issues, and data analytics. On the final point,
the issue is not a lack of raw information but rather the techniques and tools needed to transform the
data into actionable insight.
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5. Requlatory Frameworks and Incentives
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Key Takeaways :

« Current regulations alone are not sufficient to incentivize traditional banks to transition to open
banking

« Banks can follow the letter of the law if not the spirit without fear of penalties

 Positive support — such as helping defray infrastructure costs and addressing specific bank pain points
—is critical to pushing adoption
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Our key questions for executives are what regulations are in place and how effective are they in moving
banks towards open banking adoption?

While executives were generally quite positive and enthusiastic about the value of open banking —
especially for the customer - they emphasized:

« Currently regulations alone do not sufficiently incentivize financial institutions — either positively or
negatively - to adopt true open banking. This is especially so when compared with simply increasing
one’s own digital offerings or striking bilateral agreements with fintechs to develop new offerings or
to access third party data, rather than sharing customer data.

« Regulations, such as having open API portals and allowing for sharing with customer consent, can be
followed without the services being actively pushed (if seen as negatively impacting one’s own
competitive position) or fear of regulatory punishment, especially were regulations are guidelines
rather than directives.

That said, positive encouragement and support are also needed to incentivize banks to implement open
banking. This fell into two key areas:

» Potential support regarding the cost of implementation: Implementing data sharing entails significant
cost around infrastructure, security, assessment process and other areas. Most of this must be
shouldered by the banks and assistance on covering these costs would be a significant incentive.

Tailoring open banking policies to demonstrate how data sharing will increase efficiencies and address
banks’ pain points: For example, ensuring that Bank A and Bank B can reciprocally use each other’s data in
order to build a comprehensive understanding of customers’ finances, even if they do not hold the funds
themselves. This could aide in better credit scoring; faster customer onboarding; instant document or
identity verification; avoiding the need for wet signatures (or signatures altogether). Policies crafted with
a view through the banks’ lens are more likely to spur adoption.
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The UK and European Union were held up as examples of the successful adoption of open banking
practices where implementation was ultimately enforced by regulators because it was in the interest of
the country and customers. Open banking was mandated for the nine largest banks in the UK following
an investigation by the Competition and Markets Authority, which determined that large banks
“dominated the market, such that consumers and small businesses would benefit from

increased competition”.
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There is increasing regulatory clarity For open banking-style consent, privacy, sharing and partnering in
individual countries. However, harmonizing regulations across the region would allow for further
collaboration and consistent implementation, especially around data privacy and security. Singaporean
practices may serve as a regional benchmark, gradually disseminating across Southeast Asia, especially in
cases where regulators have bilateral agreements with the Monetary Authority of Singapore (MAS).
However, this is a longer-term goal and secondary to individual countries’ own aspirations.
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The Philippines has adopted a facilitative approach to driving open banking with an industry-led, which
is generally described as “nudge” rather than “mandate.”

The Open Finance Oversight Committee (OFOC) is responsible for supervising open banking practices and
setting procedures and standards, including API architecture, data, security and outsourcing standards.
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The regulatory environment is generally seen as quite open for open banking. For example, provided you
have consent, information sharing on a number of use cases — such as KYC —is not an issue. Rather than
needing to overcome regulatory barriers, the banking industry appears to see the onus as being on third
party providers to demonstrate market demand and value for open banking services in relation to
investment necessary by the banks.

The OFOC TG was set up in January 2022 and was expected to carry out its activities within two years of
inception. It monitors the Philippines Open Finance Pilot, which was predicted to finish by Q3 2023. To
date, no official announcement has been made by the central bank or other authorities stating the OFOC
TG has ended.
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Like the Philippines, Indonesia has a facilitative approach to promoting open banking but there can be a
disconnect between regulatory guidance and implementation resulting in slow progress and
duplicated work.

Executives note that while regulators are actively pushing for innovation and rapid development, actual
implementation on the ground can quickly become mired in bureaucracy. As a result, there can be
instances in which the banks felt regulations were not moving swiftly enough to enable them to meet
emerging market demand, resulting in confusion and duplicated work.
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A prime example of regulatory and industry disconnect was early APl development in Indonesia, which
some banks embarked on in 2018 before standards were in place, received regulatory approval for it in

2020, and then had to do re-work following the 2021 issuance of API standards. However, progress is
being made - such as easing the approvals process for APIs.
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The Bank of Thailand has announced that it will issue policy direction on open banking following a
public consultation on Open Data for Consumer Empowerment. While specifics have not been made
public at the time of writing, it appears that regulators may set specific timelines around use cases and
open banking adoption.

Executives were quite positive regarding Thai regulators, opining that there is a good mix of central
bankers and industry professionals to drive change. Additionally, the Bank of Thailand appears quite
serious about encouraging open banking and pushing the banking industry in general to engage. One
example surrounded virtual bank licenses. The Bank of Thailand originally announced that only three new
virtual banking licenses would be issued. However, it has since been amended and now the expectation is
that if the applicants meet capital requirements, they will be granted a license.
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6. Customer Awareness and Market Demand

Key Takeaways :
« Customer awareness of open banking remains quite low with many still unfamiliar with the concept
« Customer focus is on ease and convenience of banking as a service
« As anincreasingly digitally savvy younger generation gains wealth, banks will further pivot to meet
demand For more mature digital services
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Open banking has been touted as the future of financial services with the potential to revolutionize the
customer experience by:

Enabling more convenient ways to utilize a wide range of services digitally
Empowering customers to take control and benefit from their own data

Acting as a major growth engine and disruptor of the finance industry

Encouraging collaboration between traditional banks and third party providers
Enabling social and economic growth relating to government and regulator objectives

Southeast Asia is seen as a fertile market for open banking. Whilst much progress has been made towards
its implementation, there is a long way to go to see these benefits realized.

The objective of this report is to gauge open banking readiness in the Philippines, Indonesia and Thailand,
from the banks’ perspective:

« Identifying whether the vision of open banking is being realized

 Evaluating to what extent open banking has been embraced, including successes and challenges

« Clarifying how customer needs (consumers and SMEs) are understood and addressed

 Evaluating how government (regulator) approaches incentivize the industry to adopt open banking
« Identifying what needs to happen to successfully develop and implement open banking

« Anticipating the possible future direction of travel for open banking

We interviewed senior executives in banking and financial services across all three jurisdictions who
provided their candid views on the current open banking landscape and its future development. Our
findings are based on what we heard and therefore provide good insight into how the industry sees open
banking at this time. The report outlines the many themes, challenges and opportunities raised. However,
individual participants’ names and organizations have been anonymized.

The findings create substantive food for thought. While customers remain largely unfamiliar with the
concept of open banking, they are increasingly demanding the services that it can enable. Across all three
countries, regulatory frameworks aimed at advancing open banking adoption have begun to emerge amid
maturing digital ecosystems.
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However, it is clear that even though traditional banks are actively pursuing digitization initiatives and
partnerships, they are not yet sufficiently incentivized — either from a demand or regulatory perspective -
to transition from legacy business models and to Fully adopt open banking systems. The current approach
for banks — especially large banks with an extensive existing customer bases - is to focus on expanding
their digital services either through self-developed applications or bilateral partnerships which allow for
continued control of customer data. That said, the market could rapidly change given shifting customer
preferences or (especially) regulatory changes, including mandates for data sharing.

In this report we outline the promise of open banking and the maturing digital infrastructure readiness in
these markets and then discuss our findings around seven key themes, highlighting country specific
perspectives in each one. We have also summarized key points relating the Philippines, Indonesia and
Thailand in a convenient one page snapshot for each.
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Fundamentally, open banking comes down to who owns data and how to use it. As data is more freely
shared, new operating models have begun to emerge, allowing for the development of innovative
services and new ways to deliver them to the customer.

Traditionally, banks have been the custodians of customer financial data. With open banking, customers
can consent to securely share their data across multiple financial institutions with third parties.

Open banking does not preclude earlier operating models — banks can still offer dedicated apps within
their own ecosystems for customers who do not consent to data sharing. Instead, open banking widens
the scope of what is possible.

Open banking itself can be seen as an intermediate step towards what many executives refer to as open
finance or open data. In a fully realized open data system, not only financial data but data across a
multitude of sources —including utilities, government and others — can be securely aggregated into an
innovative ecosystem. This allows for the provision of a wide range of services to customers and
businesses, conveniently accessible via their preferred digital platform.
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Figure 2 summarizes four key steps in the open banking journey:
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. Digital Banking, with one bank providing its own digital banking services to its own customers.
. Walled Garden, with one bank providing enhanced services including from third party providers
(TPPs) all via its own customer app.

. Open Banking, as data is more freely, customers access financial services from any bank or TPP
via their preferred third party or bank app.

. Open Data, whereby customers can now access financial as well as a wide range of other
services provided by banks and TPPs via any third party or bank app.
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These developments can have profound implications For banking strategies, both in terms of how they
interact with customers and how customer data is managed. Their approach must consider how and
whether they maintain control over the customer interface and position themselves in this new way of
providing enhanced services digitally to customers.
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